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1. Introduction

CT1 has sent an LS on NSSAA at the inter-PLMN mobility (S2-2008347/C1-206508).
CT1 asks the following questions

CT1’s Questions: If the target VPLMN decides to run NSSAA for an S-NSSAI whose NSSAA status is EAP-Success when a UE accesses the target VPLMN for the first time, how will the target VPLMN handle the S-NSSAI that is subject to NSSAA: will it be put in the pending NSSAI or will it be put in the allowed NSSAI included in the registration accept message sent to the UE, and how are existing PDU sessions associated with the S-NSSAI handled?

2. Discussions

In the clause 5.15.10 of TS 23.501:
The NSSAA status of each S-NSSAI, if any is stored, is transferred when the AMF changes. 
Even for the inter-PLMN mobility, the target AMF in the target PLMN can also retrieve the NSSAA status for the S-NSSAI.
In the clause 5.15.10 of TS 23.501:

This procedure can be invoked for a supporting UE by an AMF at any time, e.g. when:

a.
The UE registers with the AMF and one of the S-NSSAIs of the HPLMN which maps to an S-NSSAI in the Requested NSSAI is requiring Network Slice-Specific Authentication and Authorization (see clause 5.15.5.2.1 for details), and the S-NSSAI in the Requested NSSAI can be added to the Allowed NSSAI by the AMF once the Network Slice-Specific Authentication and Authorization for the HPLMN S-NSSAI succeeds; or

b.
The Network Slice-Specific AAA Server triggers a UE re-authentication and re-authorization for an S-NSSAI; or

c.
The AMF, based on operator policy or a subscription change, decides to initiate the Network Slice-Specific Authentication and Authorization procedure for a certain S-NSSAI which was previously authorized.
For the bullet c), it is considered as the re-NSSAA for a certain S-NSSAI.

For the intra-PLMN mobility, the target AMF will put the S-NSSAI in the allowed NSSAI if the AMF decides to initiate the Network Slice-Specific Authentication and Authorization procedure for a certain S-NSSAI which was previously authorized.
For the inter-PLMN mobility, there is no need for the AMF to introduce a different handling of the NSSAA for a certain S-NSSAI which was previously authorized. So for the inter-PLMN mobility, the AMF can also include the S-NSSAI which requires the re-NSSAA in the allowed NSSAI in the registration accept. After the re-NSSAI procedure is performed and if the NSSAA result has been changed, then the AMF can use the UE configuration command to update the allowed NSSAI and the rejected NSSAI.

3. Proposal

It is proposed to agree the following principle for the reply LS:
a.
If the target VPLMN decides to run NSSAA for an S-NSSAI whose NSSAA status is EAP-Success when a UE accesses the target VPLMN for the first time, the target VPLMN will put the S-NSSAI that is subject to NSSAA to the allowed NSSAI included in the registration accept message sent to the UE.

b.
The existing PDU sessions associated with the S-NSSAI will be handled based on the result of Network Slice-Specific Re-Authentication and Re-Authorization procedure.

